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Modulation SchemesDifferent modulation schemes Different modulation schemes Different modulation schemes 
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Choice of ModulationImpact of Noise  

(above assumes received signal power is 1, i.e., power is already normalized 
by channel squared)  

Impact of Noise  

(above assumes received signal power is 1, i.e., power is already normalized 
by channel squared)  

High SNR Low SNR

• Signal power normalized to 1
• Gaussian noise with std. dev. !
• "#$ = 10 log+, 1/!. = −20 log+, !
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Choice of ModulationPicking the Right Modulation for the SNR Picking the Right Modulation for the SNR Picking the Right Modulation for the SNR Picking the Right Modulation for the SNR Picking the Right Modulation for the SNR 
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BER vs SNR
BER as a Function of SNR for Different 

Modulations 
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Throughput vs SNR

Throughput: number of bits correctly received per second 

!"#"$%&' = )"*+,%+&ℎ× log2 1 + 567
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Throughput vs SNR
Throughput as a function of SNR for 

different modulations 
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Throughput vs SNR
Throughput as a function of SNR for 

different modulations 
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Throughput vs SNR
Throughput as a function of SNR for 

different modulations 
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Throughput vs SNR
Throughput as a function of SNR for 

different modulations 
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Rate Adaptation 

Choose the best modulation and coding scheme that maximizes 
the throughput that can be supported by the channel. 

Challenges:

• Few modulation and coding rates supported by 
standards/hardware à must choose for discrete set

• TX does not know the channel and noise at the RX before 
choosing the modulation & coding. 



How to measure channel quality in Practice?
• Loss Rate: 
– keep track of ACKs received.
– channel can change drastically!

• Throughput: 
– Success of a bitrate used à maximizes exactly what we want. 
– Average over window? 

• SNR: 
– Hard to measure 
– 802.11 gives us RSSI (Not very correlated with SNR)

• Probe Packets
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Rate adaptation is hard
• Channel changes quickly
• Any metric:
– Good estimate à Need many samples to average
– Small number of sample before the channel 

changes. 
• Cannot tell difference: 
– Bad Channel & Noise: Reduce bit rate
– Interference: Do not reduce bit rate 
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Hidden Terminals
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RTS/CTS and Hidden Terminals
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Robust Rate Adaptation Algorithm
• Measure loss rate over 100ms window
– Long enough to get good measurement
– Short enough that the channel does not change.

• RTS/CTS has high overhead

• Adaptively uses RTS & CTS
– Loss without RTS/CTSà more RTS/CTS
– Loss with RTS/CTS à reduce RTS/CTS usage. 
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PPR: Partial Packet Recovery

• Problem:  
– Fate sharing among bits  
– After FEC, even 1 bit error in packet 
– Checksum: 

If it passes à accept packet. 
If it fails àdrop entire packet. 

– Huge waste because most bits are correct. 
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PPR: Partial Packet Recovery

• Solution:  
– Accept packets with errors and try to correct them.
– Ask sender to retransmit the incorrect bits. 

• How to tell which bits might have errors?
– Soft values  can be used a confidence measure
– PHY layer can say: 
• “looks more like a 1 bit”
• “looks more like a 0 bit”
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PPR: Partial Packet Recovery

• BPSK Example
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Figure 7: The MAC layer adds a header to the data bits.

Figure 8: Physical layer.

A bit stream, e.g., 01011101 can be modulated by an ON-OFF key. This way, if the
received signal has a non zero power, the receiver demodulates it as bit 1; otherwise, modu-
lates as bit 0. The problem with this modulation is that first, the jump in the step function
(the key) requires infinit bandwidth for transmission and is not practical. Another rea-
son this modulation is not e�cient is that the mechanical ON-OFF switches are not fast
enough, and if it takes T seconds for the key to change its state, then the transmission rate
would be R = 1

T

<< B, where B is the bandwidth. If we define spectral e�ciency as R

B

bits/seconds/hz, the spectral e�ciency for an ON-OFF modulation is not high!
Binary phase-shift keying (BPSK): This method has the same objections as ON-

OFF modulation, but it gives us intuition about other modulation methods, so we study it
briefly. In BPSK, the logic bits 000 and 010 are modulated by �1 and +1 as depicted in the
following figure:

+1
𝐼

𝑄

−1

Figure 9: BPSK modulation.

4QAM: 4QAM is more e�cient than BPSK as we send two bits per transmission. 4QAm
is depicted in the following figure:

This representation of the modulated symbols is called the constellation presentation.
The phase in the constellation points show phase shift.
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“1” “0”x

0.6

Soft Value: 0.6
• How far it is from two accepted 

values of 0 and 1 bits.
• Confidence metric: inverse of 

soft value. 



PPR: Partial Packet Recovery
• Soft Value is up to us to define
–We are never sure the bits are in error
–We are just hopping that our guess is reasonably 

correct.
• PPR uses Hamming distance:
– Zigbee: low power, low complexity
–Maps 4 bits to 32 bit code words (24 values to 232

values)
– Hamming distance: number of flipped bits between 

received code word and closest code word. 
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PPR: Partial Packet Recovery
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• Retransmit bits that are in error 



PPR: Partial Packet Recovery
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• Bit errors are due to:
– Noise

– Collisions



010101011111X 011101011011X
Loss Loss

With Layer Separation
a few bit errors à persistent loss But access points are 

unlikely to have same bit 
error

Scenario: Laptop in a Dead Spot



010101011111X 011101011011X
High-speed Ethernet

Scenario: Laptop in a Dead Spot

Solution: Cross-Layer Approach
§ Allow the layers to collaborate instead of acting separately
§ PHY layer delivers partially correct packets
§ Network layer combines correct bits across different access points to 

obtain correct packet



Solution: Network cooperates with physical layer

Physical Layer
010110111

§ Physical layer already estimates a confidence in its 0-1 decision
§ If we expose this information to the network layer, we can compare 

bits in packets received at different APs

First bit is “0” First bit is “1”
with 0.6 confidence

with 0.9 confidence

§ Assign to each bit the value that corresponds to a higher confidence



Fraction of Packets Delivered

Experiment: Packet Delivery vs. Poor Coverage

Average Bit Errors



Fraction of Packets Delivered

No PHY Hints

Average Bit Errors

Experiment: Packet Delivery vs. Poor Coverage



Fraction of Packets Delivered

With Partial Packets

Average Bit Errors

Experiment: Packet Delivery vs. Poor Coverage

Layer separation


